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1. My opinion on the US/Israeli effort to sabotage Iran’s nuclear centrifuges is that we should not have done it. Understandably, the US and Israel feared what would happen if Iran would get ahold of nuclear arms. It was effective in bringing down the centrifuges. However, it was also effective for spreading and attacking across the globe. It’s possible that we may be able to improve on Stuxnet, but considering that most of the globe has most likely found ways to fight against it since it spread outside of the expected range, I doubt it will be effective if it hasn’t been updated.
2. Hacking is intentionally accessing a computer without or exceeding authorized access.
3. Yes. By using that username and password to login without properly receiving permission to do so, you hacked into their account.
4. Depends. If the link was sent to me by the IRS in order to take a look at something inside the server, then I wouldn’t count it as hacking. However, if the IRS didn’t know I was in their server then it would be hacking.
5. Yes. By accessing other people’s emails without their permission you have crossed the line and are hacking.
6. Yes. The user has not given you authorization to access it and therefore it is hacking.
7. Yes. If you access that computer and breach it’s firewall purposely it is considered hacking.
8. Yes. Not only are you hacking into the company’s computer by breaching the firewall, you are later exploiting them for additional money.